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Key Takeaways 
● The USPS Is Constitutionally Essential, Not Obsolete 

 Established as a core institution to protect the First Amendment, the USPS was 
designed to guarantee secure, decentralized communication. Its decline reflects 
systemic sabotage—not technological irrelevance. 
 

● The Decline Was Engineered, Not Accidental 
 The 2006 Postal Accountability and Enhancement Act (PAEA), coupled with regulatory 
capture and corporate lobbying, imposed artificial constraints designed to force USPS 
into financial crisis and justify privatization. 
 

● Communication = Control: The First Amendment Is Functionally Null Without 
Infrastructure 
 Free speech is meaningless if people lack a public, uncensored platform to transmit that 
speech. The erosion of USPS mirrors the rise of surveillance-based digital monopolies 
that commodify and censor human connection. 
 

● Proven Technologies Exist—but Were Suppressed 
 USPS had the opportunity to lead in encrypted email, digital identity, and civic 
engagement platforms. Empirical evidence (e.g., EchoMail’s success at the White 
House) proves the viability of these innovations—but institutional resistance blocked 
implementation. 
 

● A Systems-Based Blueprint for USPS Reinvention Has Been Developed 
 Using principles from complex systems theory, the paper presents a comprehensive 
technological and financial plan—incorporating secure email infrastructure, decentralized 
mesh networks, digital identity verification, and e-commerce support for SMBs. 
 

● Other Nations Have Proven This Model Works 
 Countries like Switzerland and Germany have successfully modernized their postal 
services with secure digital identity, encrypted messaging, and financial 
services—offering a roadmap USPS can adapt with its existing trust and reach. 
 

● The Battle for USPS Is a Battle for Democracy Itself 
 Restoring the USPS is not just about mail delivery—it is about reclaiming public 
sovereignty over communication in an era of corporate-state censorship and digital 
authoritarianism. 
 

● The Time to Act Is Now 
 A coordinated strategy of civic education, systems-based reform, and mass mobilization 
is critical. Without public infrastructure for communication, democracy cannot survive. 

 



Abstract 
 

The United States Postal Service (USPS) was conceived not merely as a logistical institution, 
but as a constitutional safeguard—an infrastructural embodiment of the First Amendment, 
designed to guarantee secure, decentralized, and universal communication free from 
monarchical or corporate control. This paper presents a comprehensive systems analysis of the 
USPS’s engineered decline, revealing that its current crisis is not a product of obsolescence or 
inefficiency, but the outcome of a deliberate and coordinated effort to dismantle the last federally 
protected communication commons in the United States. 

Employing the framework of complex systems theory—examining inputs, outputs, feedback 
loops, control structures, and systemic goals—this research synthesizes historical 
documentation, USPS Office of Inspector General (OIG) reports, legal statutes, and 
comparative international models. It maps how legislative sabotage (notably the 2006 Postal 
Accountability and Enhancement Act), corporate capture, and the rise of unregulated digital 
monopolies have converged to erode USPS’s operational capacity and suppress its potential as 
a national platform for encrypted email, digital identity, e-commerce enablement, and civic 
infrastructure. 

The findings challenge mainstream narratives of USPS inefficiency and demonstrate that, with 
strategic technological reinvention, the institution could generate multi-billion-dollar revenue 
streams while restoring citizen-controlled communication. Case studies—including EchoMail’s 
deployment at the White House and successful reforms in Switzerland and Germany—support a 
blueprint for modernization based on mesh networks, privacy-first architecture, and 
community-level integration. 

Above all, this paper argues that without reclaiming the infrastructure through which speech is 
transmitted, the First Amendment becomes functionally meaningless. The erosion of USPS 
parallels the rise of surveillance-based communication systems that censor, monitor, and 
commodify human connection. If we fail to seize the means of communication, we surrender the 
very mechanisms of democratic agency. Reviving the USPS is not simply a matter of 
administrative reform—it is a scientific and civic imperative to defend freedom, privacy, and 
public control in the digital age. 

 

 



SECTION 1: HISTORICAL FOUNDATIONS — 
COMMUNICATION AND CONTROL 

From a young age, I recognized that the ability to communicate freely—to share truth without 
interference—is not just a convenience. It is the sine qua non of a functioning democracy. Our 
Founders understood this deeply. That’s why one of the first institutions they created was the 
United States Postal Service (USPS)—an infrastructure designed not merely for delivery, but to 
safeguard the sanctity of speech and the transmission of ideas. 

But this wasn’t merely a political insight; it was a systems insight. As someone trained in 
systems science, I’ve come to understand that the control of communication is the control of 
feedback. And when feedback loops are compromised—whether in biological systems, 
engineered systems, or political systems—what results is centralized control, distortion, and 
ultimately collapse. That principle defined the American Revolution. And it defines our current 
crisis. 

1.1 Colonial Censorship vs. Constitutional Liberty 
Before 1776, colonial America was not only under the economic and military control of the 
British Crown—it was under informational control. Royal agents routinely intercepted, opened, 
and censored mail, particularly that of revolutionaries. This wasn’t accidental. It was a 
deliberate, systemic approach to suppress dissent by disrupting communication networks. 

The Founders responded with revolutionary design. Benjamin Franklin—our first Postmaster 
General—built the USPS not simply to deliver letters, but to guarantee that truth could move 
freely across the new Republic. His reforms—standardized routes, equal regional access, a 
decentralized structure—were innovations in distributed communication. He understood what 
modern systems theory would later formalize: a society cannot self-govern if its feedback loops 
are corrupted. The USPS was built to be the sensor and signal carrier of a democratic system. 

And to protect that signal, we encoded it into law. The criminalization of mail tampering—under 
statutes like 18 U.S. Code § 1702—enshrined communication integrity as a legal right. If you 
interfered with another person’s mail, you were committing a federal offense. Why? Because 
tampering with mail wasn’t just theft of paper—it was a violation of systemic trust. In systems 
terms, it was noise injected into a signal line that served the entire Republic. 

Now I ask you: if it was a crime to open a colonist’s letter in 1775, why is it considered 
acceptable in 2025 for unelected bureaucrats or opaque algorithms to suppress a citizen’s 
speech in digital space? 

 



1.2 The Digital Evolution Begins 
I was 14 years old when I created the first full-scale email system at the University of Medicine 
and Dentistry of New Jersey. It wasn’t a protocol. It wasn’t a toy. It was a real, working 
application used by secretaries and office workers. I named it “EMAIL,” because it emulated the 
entire interoffice paper-based mail system. Inbox. Outbox. Drafts. Attachments. Folders. 
Memos. The whole thing. 

And I built it because I saw a need—not to disrupt for profit, but to improve the flow of 
information in a complex human system. What I didn’t realize at the time was that this invention 
would challenge the academic-industrial complex. It came from the wrong place. From the 
wrong person. From outside the narrative of elite institutions. 

In 1982, I was awarded the first U.S. Copyright for “EMAIL.” This was not a symbolic act. At the 
time, software could not be patented, and copyright was the only legal mechanism for 
recognition. That copyright recognized my system as new, distinct, and complete. And yet, over 
the years, I would watch as the history of email was rewritten—erased from textbooks, 
misattributed to military-funded efforts that produced messaging protocols, not systems. 

Let me be clear: Simple Mail Transfer Protocol (SMTP) is not email. SMTP is like the truck that 
carries your letter. But it isn’t the letter. It isn’t the mailbox. It isn’t the address book. It isn’t the 
registered delivery or the response. EMAIL was all of those things—a system, not just a 
transport layer. 

This matters because, in systems science, communication is defined not just by transmission, 
but by transport, storage, conversion, control, and feedback. My invention fulfilled all of 
these. It was, by every definition, the first electronic mail system. But instead of being 
celebrated, it was ignored, and at times, outright suppressed. 

Why? Because power resists disruption—especially when it comes from outside its own control. 
What I experienced was a digital version of what the Founders faced under the Crown. Their 
letters were intercepted. My contribution was buried. The names and tactics change, but the 
mechanism of control remains the same. 

1.3 From Postal Independence to Digital Subjugation: A 
System in Decline 
The USPS, which was created to be the infrastructure of liberty, had every opportunity to lead 
the digital revolution in communication. It had the public’s trust. It had the infrastructure. It had 
the workforce. What it lacked—then and now—was vision. 

When email began to overtake postal mail in the 1990s, I personally approached USPS 
leadership. I offered them a plan. A roadmap. We had already proven the scalability of these 
systems with clients like Nike, Unilever, and the White House. We had tested models for email 



management, digital commerce, and citizen engagement. The tools were ready. The systems 
had been validated. 

They refused. Not because it wouldn’t work, but because it threatened their status quo. 

And as USPS failed to act, Big Tech stepped in. Google. Facebook. Microsoft. These 
corporations built communication empires with no constitutional constraints, no duty to the 
public, and every incentive to mine, manipulate, and monetize human interaction. 

Let’s confront the hypocrisy: the same federal government that once criminalized the opening of 
a letter now collaborates with social media platforms to censor speech in real time. The same 
institution that once defended free expression now enables its suppression—by proxy. 

In 2020, when I was running for U.S. Senate in Massachusetts, I became the first federal 
candidate in U.S. history to expose—through sworn testimony and evidence—that government 
officials were using a secret portal to silence political speech on Twitter. This was not theoretical. 
It happened to me. And it confirmed what I had long warned: without control over our means of 
communication, there is no democracy. 

Conclusion 
Our Founders understood the relationship between communication and sovereignty. That’s why 
the USPS was one of the first institutions they built. It wasn’t just about delivering mail—it was 
about delivering truth without interference. 

Today, we are at a crossroads. The same systems that once guaranteed our liberty now stand 
idle, as private corporations backed by government agents seize control over the digital 
commons. This is not progress. This is regression. 

As I’ve shown here, the control of communication is the control of a system’s destiny. In the 
Sections to follow, I will lay out how my invention of email—and later, EchoMail—offered the 
USPS a chance to reclaim its purpose. I will also show how those opportunities were repeatedly 
ignored, and how we can still recover a pathway to freedom—if we understand, apply, and fight 
for systems that serve the people, not the powerful. 

 

SECTION 2: THE BIRTH OF EMAIL AND ECHOMAIL — A 
SYSTEMS REVOLUTION SUPPRESSED 

In 1978, long before email became a ubiquitous part of daily life and decades before Silicon 
Valley would commercialize digital communication, I invented email—not the simplistic notion of 
sending a message from point A to point B, but the entire system of electronic mail. I did this not 
as a computer science PhD, not as a DARPA insider, but as a 14-year-old working in Newark, 



New Jersey. I was hired by the University of Medicine and Dentistry of New Jersey (UMDNJ) to 
digitize their interoffice mail system. What I created was not a protocol, not a partial mechanism, 
but a fully integrated software system that mirrored every component of that paper-based 
communication process. 

This Section details that invention, the subsequent creation of EchoMail, and the profound 
systemic opportunity it represented—not just for private enterprise, but for the United States 
Postal Service (USPS). That opportunity, as I will show, was rejected. Not because it was 
unproven, but because it came from outside the gates of institutional power. 

2.1 Inventing Email: A 14-Year-Old’s Disruption of 
Communication Systems 
In 1978, at the age of 14, I was given a challenge that would come to define the rest of my 
life—and expose the systemic rot embedded in how innovation is recognized and rewarded in 
this country. As a research fellow at the University of Medicine and Dentistry of New Jersey 
(UMDNJ), I was asked to digitize the hospital’s paper-based interoffice mail system. This wasn’t 
a simple task of creating a messaging protocol. It was a call to engineer a full-scale 
communication system that mirrored the complex, hierarchical, structured way humans 
interacted in a professional environment. 

What I built was “EMAIL”—the first end-to-end electronic mail system. Not a protocol. Not a 
hack. A system. And it embodied every single one of the nine elements that define all 
intelligent systems—a framework I would later formalize in my doctoral research at MIT. 

Mapping EMAIL to the Nine Elements of Complex Systems 

Any true intelligent system must integrate the following nine components: 

1. Input: The origination of communication—user-generated content such as a memo, 
announcement, directive, or form. 
 

2. Output: The delivery of that communication to its intended recipient, along with 
metadata such as time, status, and confirmation. 
 

3. Transport: The routing of messages from sender to recipient, through a digitally 
simulated network of folders and mailboxes. 
 

4. Conversion: The process of transforming thoughts into structured, formalized 
content—drafts, edits, formatting, attachments. 
 

5. Storage: Inboxes, outboxes, sent folders, and archival systems—each mirroring the 
paper filing cabinets of the analog world. 
 



6. Goal: To ensure that messages were delivered securely, accurately, and in a way that 
preserved institutional order and accountability. 
 

7. Sensor: Read receipts, reply chains, and system logs—mechanisms that monitored 
whether the system was achieving its communication goals. 
 

8. Controller: Administrative access and user privileges—roles that governed how 
messages flowed, who could access them, and how the system responded to user 
behavior. 
 

9. Disturbance: System errors, unauthorized access attempts, or external disruptions that 
challenged the integrity of the communication flow—requiring real-time correction or 
alerts. 
 

EMAIL wasn’t just a digital “memo.” It was a structured ecosystem that formalized human 
communication across all levels of an organization. And in doing so, it replicated what I call a 
cybernetic feedback system—able to sense, control, and adapt. It mirrored not only how 
offices functioned, but how living systems function. 

This is not speculative. The code—50,000 lines of it—was written, deployed, and used. In 1982, 
I was awarded the first U.S. Copyright for “EMAIL” (TXu000111775). At the time, software 
could not be patented, so copyright was the only path for legal protection. It was—and 
remains—a matter of public record. 

Why SMTP Is Not Email—And Why This Distinction Matters 

The historical revisionism that credits email’s invention to protocols like SMTP, developed years 
after EMAIL, is not only factually incorrect—it’s ideologically motivated. SMTP, POP, and IMAP 
are transport-layer protocols. They solve a narrow subset of communication: moving text from 
one machine to another. They do not provide conversion, storage, control, or feedback 
mechanisms. They are akin to conveyor belts—not postal systems. 

To call SMTP “email” is like calling a pneumatic tube system the postal service.  Where are the 
inbox, outbox, cc, bcc, attachment, the folders, the memos, the registered delivery receipts in 
SMTP?  They don’t exist in SMTP.  EMAIL, as I designed it, had them all—from user interfaces 
to message formatting logic to access controls. 

This matters because in complex systems theory, a partial system is not a system. It cannot 
sense, correct, or achieve a goal without integration. And systems thinking, unlike reductionism, 
demands that we assess the whole—not a fragment. 

The Suppression of Innovation Outside the Gatekeepers 



Why was my invention ignored, misattributed, and at times actively erased from public memory? 
Because it came from outside the power structure—from a working-class Indian-American 
teenager in Newark, not from DARPA, MIT, or Silicon Valley. It came from someone who didn’t fit 
the archetype of “inventor” in the eyes of the elite. 

This is not a personal grievance—it is a systemic pattern. Throughout history, innovations that 
emerge bottom-up, especially those that empower decentralized control, threaten the 
institutions that have monopolized innovation for decades. The very existence of EMAIL, 
created as a full-fledged communication system outside the walls of academia and military 
research, undermines the myth that all significant technological advancement must come from 
the top down. 

It also reveals a broader systemic pathology: disturbances are treated not as opportunities 
for adaptation, but as threats to authority. In this case, the disturbance was the truth of who 
really created email—and what that invention could have meant for the future of public 
communication infrastructure. 

Relevance to USPS and the Future of Civic Infrastructure 

The United States Postal Service—an institution born from the very spirit of decentralized, 
citizen-first communication—had the opportunity to integrate EMAIL as a digital extension of its 
trusted physical infrastructure. Instead, it did nothing. It allowed private corporations, 
unaccountable to the public, to seize control of digital communication. 

Had the USPS adopted a systems-thinking mindset in the 1980s or even the 1990s, it could 
have: 

● Provided secure, encrypted email accounts to all citizens 
 

● Offered digital certified mail and verified digital identity 
 

● Preserved the civic architecture of free speech in a digital world 
 

But it didn’t. It failed to understand that its mission was never about delivering paper—it was 
about delivering trusted, protected, structured communication. 

The invention of EMAIL was a systems innovation—not just in code, but in philosophy. It 
embodied all nine elements of intelligent systems and was deployed as a functioning 
infrastructure decades before Big Tech co-opted and monetized digital communication. The 
refusal to acknowledge this reality is not about technical nuance—it is about narrative control. 

In the Sections that follow, I will demonstrate how this suppression extended into the 1990s, 
when EchoMail—a scalable, intelligent extension of EMAIL—was deployed by corporations and 



even the White House. Yet, again, the USPS refused to adapt. Not due to technological 
constraints, but due to institutional cowardice and systemic stagnation. 

We are not dealing with isolated failures. We are confronting a pattern of rejected 
revolutions—a resistance to systems that empower the people instead of consolidating power 
at the top. 

2.2 EchoMail and Intelligent Systems: From the White House to Global 
Enterprises 

The invention of email was not the end. It was the beginning of an evolution in intelligent 
systems. In the 1990s, I founded EchoMail—an AI-powered email analysis platform that allowed 
organizations to handle and understand high volumes of electronic communications. This wasn’t 
speculative technology. It was deployed. It worked. And it worked at scale. 

EchoMail was used by Fortune 100 companies like Nike, Unilever, and AT&T. It was deployed at 
the White House under the Clinton administration to manage citizen correspondence—a task 
that required intelligent classification, prioritization, and feedback mechanisms. EchoMail could 
read, store, categorize, and generate responses to millions of emails—while simultaneously 
extracting sentiment and behavioral trends. It was a precursor to modern customer relationship 
management (CRM) systems and marketing automation tools, well before the term “Big Data” 
was in vogue. 

In 1999, Fast Company published a feature highlighting EchoMail’s core capabilities: 

“People who send email are trying to ‘touch’ your company. Email carries attitude. It 
tells you who your customers are and what they want” (Fast Company, 1999). 

EchoMail demonstrated, beyond theory, that large-scale digital communication systems could 
be both personalized and intelligent. But perhaps more importantly, it offered a model—one I 
proposed directly to the USPS—that could have been adopted as a public infrastructure for 
secure, citizen-centric communication. 

EchoMail showed the world that the United States Postal Service could have extended its 
trusted brand into the digital realm by: 

● Offering secure, encrypted email services 
 

● Becoming the public’s digital identity authenticator 
 

● Serving as the backbone for secure document exchange and certified mailing 
 



This was not a conceptual idea. It was tested, validated, and functioning. If deployed by USPS, 
it could have generated billions in revenue while preserving the civic function of trusted 
communication. 

2.3 The White House Contest: A Lost Opportunity for National 
Infrastructure 

The federal government itself validated EchoMail through a national technology competition in 
the late 1990s. My system won, and EchoMail was adopted by the Executive Office to handle 
public email. This national-level deployment provided a natural bridge for me to propose a more 
ambitious plan—one that could modernize USPS from a logistics carrier into a fully integrated 
digital communication utility. 

In 1997, I met with USPS officials to propose a comprehensive strategic plan for transformation. 
By then, email volume had already surpassed physical mail. The writing was on the wall. Yet 
USPS officials dismissed the idea, stating that email was “not their business.” They chose to 
remain a paper delivery entity while the world transitioned into digital communication. 

That moment was not just a missed opportunity—it was a systemic failure. The USPS had the 
trust, the infrastructure, and the mandate. But it lacked the will to innovate. 

This failure must not be understood as incompetence. It was the manifestation of bureaucratic 
inertia—a resistance to outside innovation and a refusal to adapt, even in the face of existential 
threat. From a systems perspective, the institution chose entropy over evolution. 

USPS’s leaders failed to recognize a fundamental truth: their role was never about paper. It was 
about trust, verification, and the protection of communication channels. That role could—and 
should—have translated into the digital world. 

Instead, the space was ceded to private corporations—entities that do not serve the public 
interest but exploit data for surveillance and profit. The USPS had the chance to offer a secure, 
civic alternative to Gmail, Facebook, and digital monopolies. That chance was squandered. 

Conclusion 

This Section has outlined three fundamental phases of my contribution to digital 
communications: the invention of email, the development of EchoMail, and the direct proposal to 
modernize the USPS. Each stage was built not on theory, but on working systems, real 
deployments, and empirical validation. 

What emerges is not just a story of technological innovation—but one of systemic suppression. 
The same institutional forces that suppress speech today also suppress the origin stories that 
challenge their narrative dominance. 



Section 3 will explore what happened in the wake of USPS’s rejection—the inflection point in 
1997 when email definitively overtook physical mail, and the agency’s failure to adapt marked 
the beginning of its decline into irrelevance. We will examine how that decision fits a broader 
pattern of missed opportunities and structural resistance to systems-level innovation. 

SECTION 3: THE 1997 TURNING POINT — TECHNOLOGY 
REJECTED 

By the mid-1990s, the tectonic plates of human communication had already shifted. Email—my 
invention—had crossed the chasm from institutional tool to public necessity. It was clear to 
anyone paying attention that the future of communication would no longer be driven by paper 
envelopes or physical delivery routes, but by bits and bandwidth. 

And by 1997, the evidence was irrefutable. Email volume had surpassed traditional postal mail. 
The USPS itself acknowledged this inflection point in internal discussions and strategic 
briefings. But recognition did not lead to action. Despite the data, despite real-world 
deployments of my systems at the White House and Fortune 100 companies, and despite my 
personal outreach with a fully developed transformation plan, the USPS chose stasis over 
systems evolution. 

This was not simply an administrative oversight—it was a systemic failure. The institution that 
had once stood as the revolutionary guardian of communication liberty, as established by 
Franklin and the Founders, retreated into a bureaucratic cocoon while corporate monopolies like 
Google and Microsoft rushed to fill the vacuum. 

3.1 Email Surpasses Snail Mail: A Disruption Ignored 

By 1997, digital communication volume had overtaken physical mail traffic. The USPS Office of 
Inspector General (OIG), in its strategic foresight materials, acknowledged that this shift 
represented more than just a new mode of delivery—it signaled a redefinition of communication 
itself. Yet USPS leadership failed to act accordingly. 

Rather than re-examining its mission through the lens of this technological shift, the institution 
continued to operate under the outdated belief that it was merely a logistics company, not a 
communication platform. But let’s be clear: the core value of the USPS has never been trucks 
or envelopes—it’s trust. The American people still trusted the USPS to deliver messages 
securely and privately. In systems terms, the USPS had the Goal and the Trust—but it failed 
to update its Inputs, Outputs, and Control mechanisms to adapt to a digital feedback 
environment. 

Meanwhile, companies like AOL, Yahoo, and later Google, commodified communication. They 
monetized eyeballs, surveilled behavior, and turned speech into data pipelines. These were not 
communication systems; they were surveillance networks disguised as messaging platforms. 
Unlike USPS, they had no constitutional duty to protect speech or privacy. And yet, they 



captured the digital public square because the one institution positioned to defend 
it—USPS—abdicated that role. 

From a systems theory standpoint, this was an extraordinary missed opportunity. Let me break it 
down: 

● Input: The American public’s increasing need for digital, secure, identity-verified 
communication. 
 

● Output: Should have been trusted, encrypted email services and document certification. 
 

● Transport/Conversion: USPS had the physical infrastructure and workforce to deliver 
these services locally and digitally. 
 

● Feedback: Missed entirely. User data and engagement could have informed iterative 
service improvement. 
 

● Goal: Trust and secure communication—still intact, but no updated system to fulfill it. 
 

By 1997, USPS was receiving signals from the environment—a classic disturbance in systems 
theory—but instead of adapting, it insulated itself. 

3.2 My Strategic Proposal: The Vision That Could Have Been 

Real-World Results, Not Theoretical Promises 

In 1997, with EchoMail already operating at scale—serving corporations like Nike, Unilever, and 
AT&T, and processing citizen correspondence for the White House—I presented a 
comprehensive systems-based proposal to USPS leadership. This was not an abstract pitch. 
EchoMail had already proven it could handle millions of emails using advanced natural 
language processing and machine learning, long before these terms became tech industry 
buzzwords. My intention was clear: to offer the USPS a ready-to-deploy platform that would 
transform it into a digitally empowered, citizen-centric communication utility. 

A Four-Pronged Systems Plan 

The core of my proposal was a four-pronged strategic architecture. First, I recommended that 
USPS issue secure, USPS-branded email accounts to every citizen and small business, 
establishing a trusted and privacy-respecting alternative to commercial platforms like Gmail and 
Outlook. This service would both generate recurring revenue and reinforce USPS’s role as the 
guardian of communication integrity. 

Second, I proposed integrating EchoMail’s AI engine into USPS operations to automate 
customer support, manage constituent communication, and handle official government 



notifications. This would enable the USPS to become a platform for national-scale, secure 
digital interaction between the government and the governed. 

Third, I outlined the creation of a USPS-backed verified digital identity system. This would allow 
Americans to engage in digital commerce, elections, and civil transactions with the same legal 
confidence afforded by certified physical mail. 

Finally, I proposed building a national small-business e-commerce network—an integration of 
USPS logistics, secure messaging, and payments infrastructure. This would empower Main 
Street businesses with tools previously monopolized by tech giants, enabling decentralized and 
equitable access to digital commerce. 

Institutional Validation from USPS’s Own Reports 

This strategy was validated in full by the 2012 USPS Office of Inspector General report titled 
Email Management & Potential Opportunities for USPS, which stated unequivocally: “The Postal 
Service is uniquely positioned to offer trusted email services to SMBs due to its existing brand, 
infrastructure, and access to underserved markets” (USPS OIG, 2012). EchoMail had already 
proven the technical viability. The missing piece was political and institutional will. 

In support of deployment, I presented three strategic models. The Tightly Coupled model 
envisioned in-house USPS development; the Semi-Coupled model proposed a hybrid 
partnership leveraging EchoMail’s existing technology; and the Loosely Coupled model outlined 
an open, API-driven ecosystem under USPS governance. Each model was viable. Each was 
grounded in rigorous systems architecture. None were adopted. 

3.3 Institutional Rejection: Bureaucracy Over Innovation 

Legacy Thinking Blocks Systemic Transformation 

In 1997, when I presented my systems-based digital transformation plan to USPS leadership, 
their response was chilling in its simplicity: “This isn’t our domain.” That single phrase exposed a 
deeper institutional pathology. The USPS no longer saw itself as the civic engine of secure 
communication, but merely as a logistics operation. It had abandoned its constitutional 
purpose—protecting the flow of public discourse—in favor of administrative inertia. 

Structural Resistance to Innovation 

This was not a case of ignorance or technological incapacity. It was a systemic resistance to 
change. First, legacy thinking dominated the institution. The leadership defined USPS by its 
physical infrastructure—trucks, mail sorting machines—not by its mission. Second, the culture 
was risk-averse. Validated innovations, no matter how effective, were viewed as liabilities rather 
than necessary adaptations. Third, the organizational incentives were entirely misaligned. 
Success was measured by operational compliance, not by strategic transformation. No 
executive had anything to gain from embracing bold reform. 



A Systems Failure with National Consequences 

This was not a personnel failure. It was a breakdown in system design. USPS lacked the 
structural pathways to absorb external innovation, even when it aligned perfectly with its public 
mission. The institution was not built to evolve—especially not from the outside. As a result, 
while Big Tech companies raced ahead with surveillance-based digital platforms, USPS chose 
to do nothing, squandering its infrastructure, trust, and mandate to provide secure, citizen-first 
communication. 

The rejection of my proposal was more than a missed opportunity—it was a strategic error with 
enduring consequences. It signaled the moment the USPS forfeited its future. In doing so, it 
enabled a communication monopoly to form under the guise of convenience and innovation, but 
driven by surveillance and profit. The downstream effects—corporate censorship, data 
harvesting, and democratic erosion—are not accidental. They are the outcomes of that 
institutional failure. 

The Economic Cost 

By turning away from a ready-to-deploy digital platform, USPS forfeited its chance to lead in 
secure email, verified digital identity, and small-business e-commerce. The result? Between 
2012 and 2020, the USPS lost over $69 billion in operating deficits, requiring ongoing 
congressional bailouts—while private corporations generated trillions from the very services 
USPS could have provided (USPS OIG, 2012). This wasn’t inevitable. It was engineered 
through inaction. 

The Civic Cost 

But the economic loss pales in comparison to what the American people lost: their sovereignty 
over digital communication. Instead of owning their digital identity and data infrastructure 
through a trusted public entity, citizens became the product—surveilled, manipulated, and 
commodified by platforms that were never designed for their benefit. What should have been a 
digital public utility became a corporate control mechanism. 

In my view, this mirrors the infamous case of Kodak inventing the digital camera—only to bury it 
to protect its film business. But here, the stakes were far higher. This wasn’t about photography. 
It was about the infrastructure of democratic communication. 

Conclusion 

The 1997 rejection of my proposal was not just short-sighted—it was structurally damning. I 
brought the USPS a fully operational, revenue-generating, constitutionally aligned platform for 
secure digital communication. They turned it down—not because it was unfeasible, but because 
it worked too well. It would have shifted control away from entrenched bureaucracies and back 
to the people. 



In the next Section, I will trace the efforts that followed. Despite that early rejection, I remained 
committed. My team and I engaged with public officials, participated in White House forums, 
collaborated with MIT, and contributed to USPS OIG reports. Yet time and again, the same 
pattern emerged: vision met resistance, and the opportunity for meaningful transformation was 
deferred. 

 

SECTION 4: INSTITUTIONAL APATHY DESPITE 
ENGAGEMENT 
By the late 1990s and into the early 2000s, my invention of email and the intelligent platform I 
developed through EchoMail had gained national recognition. This wasn’t some hypothetical 
framework or academic thought experiment. It was real. It was functioning. It was delivering 
results—at the White House, Fortune 100 companies, and across major sectors. And yet, 
despite this public validation, despite formal engagements and even commissioned reports by 
the USPS Office of Inspector General, the institution repeatedly failed to act. 

From a systems science perspective, this was no longer just a disturbance. This was evidence 
of a non-adaptive system—a bureaucracy so insulated from feedback, so resistant to 
evolution, that it chose entropy over relevance. 

4.1 Public Validation: EchoMail in Fast Company and National Media 

In May 1999, Fast Company ran a detailed feature on EchoMail. The article described the 
platform as a “cure for managing the Net’s killer app”—email. EchoMail was already installed at 
some of the most respected companies in the world: Nike, Unilever, Calvin Klein, and others. 
Installations ranged from $150,000 to over $1 million because EchoMail provided what no one 
else could—an intelligent, pattern-recognition system that managed, sorted, and analyzed vast 
amounts of inbound and outbound communications with precision and speed. 

“Email carries attitude... it tells you who your customers are and what they’re 
interested in. EchoMail can even predict their future behavior.” (Fast Company, 
1999) 

EchoMail didn’t just “read” emails—it classified intent, tone, urgency, and context. We had 
already built a systems-based AI before that term had become fashionable. 

And yet, despite this national media spotlight, despite proven success in the private sector and 
the Executive Branch, the USPS did nothing. No RFPs. No pilot partnerships. No exploratory 
meetings. From a systems science viewpoint, this was diagnostic of a broken feedback loop. 



In the Complex Systems framework, a healthy system receives signals from its sensors—in this 
case, the media, private sector validation, and public demand. But when the controller layer 
(institutional leadership) is unresponsive or misaligned, no corrective action is taken. The 
system becomes inert. 

4.2 The MIT Media Lab Talk: “The Future of the Post Office” Ignored 

When I was invited to speak at the MIT Media Lab’s symposium on “The Future of the Post 
Office,” I saw an opportunity to lay out a detailed, systems-based roadmap for USPS 
modernization. The audience included postal leaders, academics, technologists, and civic 
planners. My proposal was clear: the USPS must evolve from a logistics entity into a digital 
civic infrastructure. 

In that talk, I presented a simple systems thesis: the USPS already had the goal, trust, and 
distributed infrastructure necessary to transform itself into the national provider of: 

● Secure digital identity 
 

● Citizen email accounts with encryption 
 

● Digital document notarization and certified exchange 
 

● Small business e-commerce portals with USPS shipping integration 
 

We had the infrastructure. We had the vision. We had the political and social urgency. And 
again—no action. 

Why? Because unlike Big Tech, I wasn’t offering a surveillance-based, data-mining model. I was 
offering a public utility for communication—something that protected rights instead of extracting 
value. Congress listens when Google or Facebook testifies. But when a systems scientist like 
myself presents a working, field-tested, and revenue-generating civic infrastructure, the 
institutions fall asleep. 

4.3 USPS Commissions Me—Then Buries the Reports 

After years of presenting solutions independently, the USPS Office of Inspector General (OIG) 
finally commissioned my team and the International Center for Integrative Systems to conduct 
multiple workshops and author strategic reports. These weren’t side memos. These were 
formally requested, OIG-validated public documents. Between 2011 and 2013, I led the 
development of: 

1. “Email Management and Opportunities for the USPS” (2012) 
 



○ Co-authored with Leslie Michelson 
 

○ Outlined three deployment models: tightly, semi, and loosely coupled 
 

○ Proposed revenue models and user adoption strategies 
 

2. “Strategic Planning Report for USPS Email Services” (2012–2013) 
 

○ Provided a roadmap for integrating digital communication platforms within 
USPS’s existing workforce 
 

○ Included AI tools to assist in customer service and civic engagement 
 

3. “International Small Business Commerce Report” (2013) 
 

○ Identified USPS’s unique advantage in connecting underserved American small 
businesses to global markets 
 

○ Proposed integration of trusted shipping with digital marketing and 
correspondence 
 

4. “Connecting Buyers and Sellers: ICIS-USPS-OIG Workshop Report” (2012) 
 

○ Introduced the “Globally Local” concept to position USPS as the trusted interface 
between American producers and international consumers 
 

All of these reports were peer-reviewed, submitted formally, and archived by USPS OIG. And 
yet, none of them were implemented. Not one. 

This wasn’t lack of evidence. It was lack of will. 

4.4 Dave Williams and the Broken Feedback System 

One of the few public servants who recognized the depth of the problem was Dave Williams. As 
the former Inspector General of USPS and later Vice Chair of its Board of Governors, Williams 
not only commissioned these reports—he understood the systemic potential of modernizing the 
USPS. 

But by 2020, Williams had seen enough. He resigned in protest, citing direct political 
interference from Treasury Secretary Steven Mnuchin and others who were trying to weaponize 
the USPS for narrow political gain and financial privatization. 



“I resigned... because I was convinced that representations regarding an 
independent postal service for the nation were no longer truthful.” — Dave Williams, 
2020 Congressional Testimony 

This was not just a political scandal. From a systems perspective, this was the collapse of the 
controller function. When internal governance is hijacked, the feedback loop becomes 
corrupted. The system can no longer sense or respond to disturbances. It no longer serves its 
stated goal. 

Williams’ departure was not just symbolic—it confirmed that USPS had become structurally 
incapable of reform. It was operating without alignment between mission, feedback, and control. 
In systems language: it was dying. 

Conclusion 

What began as a series of missed opportunities had, by the 2010s, calcified into active 
institutional paralysis. I was no longer proposing hypothetical frameworks. I was delivering 
peer-reviewed reports, strategic roadmaps, revenue models, and turnkey systems. The USPS 
had every component—infrastructure, validation, support, documentation—and still chose 
inaction. 

This Section revealed a deeper systemic insight: when the sensor-controller-feedback loop is 
broken, even the most validated innovation cannot move a system forward. The failure is no 
longer technical or even financial. It is structural. 

In the next Section, we will examine how these systemic failures extended into the political 
realm. In 2016, I engaged with the Trump campaign to propose USPS reform from a national 
platform. What followed was yet another betrayal—not just of my work, but of the American 
public’s right to a communication system that serves them. 

 

SECTION 5: POLITICAL ENGAGEMENT AND BETRAYAL 
When I supported Donald J. Trump in 2016, it wasn’t about party lines. It wasn’t about 
personality. It was about potential. Here was a man claiming to be an outsider—promising to 
drain the swamp, smash the establishment, and return the government to the working people. 
For someone like me—an inventor, systems scientist, and someone who had been continually 
stonewalled by institutional gatekeepers—this presented a window. A narrow, fleeting, but real 
window. 

I had spent decades offering the United States Postal Service (USPS) a scientifically-grounded 
blueprint for digital transformation. Not just to save it, but to reimagine it as a 21st-century civic 
infrastructure—secure, revenue-generating, and Constitutionally-aligned. I thought the Trump 



movement, with its populist energy and disdain for bureaucratic inertia, would finally be the 
vehicle for that change. 

I was wrong. 

5.1 Strategic Involvement: My 2016 Support for Trump and USPS Reform 

In the months leading up to the 2016 election, I engaged with senior operatives in the Trump 
campaign to present a concrete, data-driven modernization strategy for the USPS. This wasn’t 
abstract policy. It was an engineering plan—a systems architecture—designed to restore both 
solvency and purpose to one of the few public institutions still trusted by the American people. 

My proposal included the following core components: 

● Digital Identity Infrastructure: USPS, leveraging its verified presence in every ZIP 
code, could issue digital identity credentials for secure online authentication. 
 

● Citizen Email Services: Encrypted, USPS-managed email addresses—designed to 
protect privacy and stop corporate surveillance at the source. 
 

● Small Business Empowerment: Integration of EchoMail’s AI to provide affordable 
marketing, support, and communications infrastructure to Main Street businesses. 
 

● Workforce Transformation: Upskilling the existing USPS workforce to manage digital 
platforms, not just deliver physical mail. 
 

● E-Governance Portals: A public communications layer for town halls, political 
correspondence, and civic engagement. 
 

I believed then—and still believe—that the USPS was perfectly positioned to become the 
backbone of digital public infrastructure. We didn’t need to build from scratch. We simply 
needed to evolve. 

Trump’s campaign rhetoric echoed this vision. He spoke of restoring forgotten industries. Of 
fighting corporate control. Of making the government serve the people again. I handed him the 
blueprint to do exactly that. He ignored it. 

The irony is profound. The so-called “disruptor” refused to disrupt. Instead, he became the next 
agent of the very establishment he railed against. 

 

 



5.2 A Bait-and-Switch: Trump’s Push Toward Privatization 

Not long after taking office, it became clear that Trump’s commitment to postal reform was 
performative at best—and hostile at worst. In 2018, the White House Office of Management and 
Budget (OMB) released a formal proposal recommending full privatization of the USPS, under 
the pretext that the service was “unsustainable” in its current form (OMB Reform Plan, 2018). 

Instead of implementing a transformative model, the administration: 

● Empowered Treasury Secretary Steven Mnuchin to exert control over USPS financial 
policy, using COVID-19 emergency loans as leverage. 
 

● Inserted Louis DeJoy, a GOP mega donor with no postal experience, into the role of 
Postmaster General. DeJoy immediately ordered the removal of high-speed mail sorting 
machines, triggering widespread operational delays just before the 2020 election. 
 

● Weaponized USPS operations under the guise of fiscal reform—while undermining 
public trust and reliability. 
 

This was not reform. This was corporate extraction masquerading as innovation. 

It happened as millions of Americans—particularly during the pandemic—depended on USPS 
for life-saving medicine, ballots, and small business commerce. The timing wasn’t coincidental. 
The strategy was clear: break the system, blame its failure on “government inefficiency,” and 
hand it over to private capital. 

This behavior echoed a broader trend I’ve observed in failing systems: when controller 
components are hijacked by special interests, systems cease to respond to the needs of their 
users. In systems theory, we call this a feedback collapse. It’s the point where the system’s 
outputs no longer align with its original goals. 

“The greatest betrayal isn’t just a broken promise—it’s giving people hope, then 
handing the keys to their enemies.” — Dr. Shiva Ayyadurai 

Trump campaigned as a disruptive input. But in truth, he became an amplifier of the very 
feedback loops that maintain elite control—at the expense of working people. 

 

5.3 Dave Williams’ 2020 Testimony: The Confirmation of Sabotage 

Everything I suspected about Trump’s USPS agenda was confirmed when Dave 
Williams—former USPS Inspector General and Vice Chair of the Board of Governors—resigned 
in protest and testified before Congress in 2020. 



According to Williams’ sworn testimony (as cited in Forbes, July 2020): 

● Treasury and the White House used financial control mechanisms to manipulate USPS 
policy. 
 

● DeJoy’s appointment bypassed normal vetting, with Mnuchin and the Board of 
Governors overriding the search process. 
 

● The USPS Board ceased to function independently, becoming a political instrument 
rather than a civic body. 
 

“I resigned… because I was convinced that representations regarding an 
independent postal service for the nation were no longer truthful.” — Dave Williams, 
Congressional Testimony, 2020 

Williams’ resignation marked a critical systems event: the controller layer had failed. The USPS, 
once a neutral channel for civic communication, had become a distorted feedback loop—serving 
political agendas rather than public needs. 

What’s more, this collapse wasn’t isolated. It reflected a larger collapse of integrity across our 
institutions. The bureaucratic swamp Trump promised to drain was instead filled with private 
interests, political cronies, and ideological operatives. 

And the one institution—USPS—that could have served as a counterbalance to Big Tech’s 
control of speech, commerce, and identity was gutted in plain sight. 

 

Conclusion 

Section 5 reveals a profound betrayal—not just of me or the movement for postal 
innovation—but of the American people. The Trump campaign was presented with a tested, 
scalable, systems-based model for reclaiming national communication infrastructure. They 
rejected it. Worse, they actively accelerated its dismantling. 

From a systems standpoint, this Section illustrates how controllers—if captured—can invert 
the function of an entire system. USPS, a once-revolutionary tool for communication and civic 
participation, became a casualty of centralized political manipulation. 

In the next Section, we shift from institutional to structural analysis. Because while USPS was 
being gutted from within, another front in the war on communication was emerging: digital 
censorship. Platforms like Twitter—backed by state actors—began working hand-in-glove with 
government to silence dissent. My First Amendment lawsuit against the government and Twitter 
revealed a disturbing truth: the Crown had returned, this time wearing a digital crown. 



SECTION 6: THE RETURN OF CENSORSHIP — DIGITAL 
CROWN 2.0 

In 2020, I found myself at the center of a historic constitutional crisis. While running as a U.S. 
Senate candidate in Massachusetts, I became the first person in American history to uncover 
and legally challenge a covert, government-directed censorship operation conducted in 
real-time on a private platform: Twitter. 

Let me be very precise. This wasn’t content moderation. This wasn’t about “community 
guidelines.” This was about the U.S. government constructing a backdoor portal into social 
media platforms—bypassing the Constitution to suppress speech they deemed inconvenient. 

This was the modern-day equivalent of the British Crown opening colonial letters—only far more 
pervasive, insidious, and technologically advanced. And like before, it was done to protect 
power, not the people. 

 

6.1 The Twitter Portal: Government Censorship by Proxy 

During my Senate campaign, I tweeted factual criticism about the Massachusetts Secretary of 
State, William Galvin, exposing how ballot images were being destroyed—an act that violated 
federal law. Within hours, my tweet was removed. Then my account was suspended. Then I was 
deplatformed. 

Through a series of court filings in my federal lawsuit—Ayyadurai v. Twitter et al., U.S. District 
Court, Massachusetts—I discovered that my removal was orchestrated not by Twitter alone, but 
through a government-run digital censorship mechanism known as the Trusted Partnership 
Portal. 

This portal was developed in collaboration between: 

● The Department of Homeland Security (DHS) 
 

● The Cybersecurity and Infrastructure Security Agency (CISA) 
 

● The National Association of State Election Directors (NASED) 
 

● Major tech companies including Twitter, Facebook, and YouTube 
 

Through this architecture, state election officials could flag posts for takedown using a private 
communication channel—effectively deputizing private corporations to censor at the behest of 
government actors. This is not theory. It’s on the record. 



Unlike the “Twitter Files,” which later confirmed historical censorship, my case revealed 
real-time collusion—while I was an active federal candidate. A court-validated violation of the 
First Amendment. 

From a systems theory standpoint, this censorship mechanism operated as a state-sponsored 
controller layer—directly influencing what information entered the public feedback loop. The 
citizens were no longer participants in the system. They were subjects of a curated simulation. 

6.2 Swarm Control: A Systems Analysis of Digital Power Consolidation 

To truly understand this new form of suppression, we must discard outdated paradigms like “left 
vs. right” or “public vs. private.” What we are witnessing is a Swarm—a coordinated, 
self-organizing network of media outlets, tech platforms, NGOs, universities, and state agencies 
that move in synchrony to shape discourse and crush dissent. 

This Swarm is not always visible. It doesn’t wear uniforms. It doesn’t sit in a central office. But it 
functions with terrifying precision. 

From my systems work, I define its architecture as follows: 

● Nodes: Government agencies, think tanks, legacy media, Silicon Valley, “fact-checking” 
non-profits 
 

● Control Points: API-based censorship portals, algorithmic filters, blacklist databases 
 

● Outputs: Deplatforming, shadow-banning, narrative manipulation, self-censorship 
 

The Swarm uses both hard power (e.g., takedown requests, account bans) and soft power (e.g., 
shaping public discourse through “trusted” institutions) to maintain its grip. It disguises 
authoritarianism under the veneer of “science,” “misinformation policy,” or “public safety.” 

This is not a malfunction. It is a designed system—an emergent behavior of a network where 
feedback loops are carefully curated to eliminate variance, dissent, and complexity. In biological 
systems, this is the precursor to collapse. 

6.3 Data is the New Letter: From Privacy to Weaponization 

The U.S. Postal Service was created to defend the sanctity of correspondence. It was enshrined 
in the law that no one—not even the government—could tamper with your mail without due 
process. That protection was not symbolic. It was structural. 

Today, your digital messages are far more revealing than paper letters ever were. They contain: 

● Geolocation metadata 
 



● Sentiment markers 
 

● Social graphs 
 

● Behavior patterns 
 

● Political inclinations 
 

And yet, none of the legal protections that applied to physical mail have been meaningfully 
extended to the digital realm. 

This data is: 

● Tracked by government agencies under national security pretexts 
 

● Sold and monetized by private corporations for behavioral targeting 
 

● Weaponized to engineer consent, shape elections, and suppress dissent 
 

The very institutions that once protected your private communications now outsource that 
responsibility to actors who are unaccountable and unelected. 

From a systems perspective, this is a transformation of goal orientation. Communication 
systems once existed to transmit truth and empower connection. Now, they exist to harvest data 
and enforce compliance. The outputs of the system are no longer for the benefit of the sender or 
receiver—but for the interests of the intermediary. 

This erosion of communication integrity has deep implications: 

● Democratic degradation: Informed debate becomes impossible when dissenting 
information is algorithmically throttled. 
 

● Mental health deterioration: Surveillance breeds anxiety, conformity, and learned 
helplessness. 
 

● Social fragmentation: Filtered feedback loops reinforce division, not dialogue. 
 

We have moved from sovereign speech to engineered speech environments, controlled not by 
law, but by an invisible algorithmic elite. 

 
 



Conclusion 

The digital communication infrastructure now mirrors the very systems our founders rebelled 
against—only more pervasive and invisible. My lawsuit revealed the operational blueprint for 
modern censorship, not just by Twitter, but by a networked Swarm of state and corporate actors 
working in lockstep. 

What once was postal censorship through physical surveillance is now carried out through 
backdoor API calls and machine learning classifiers. 

In the next Section, we return to the USPS—because understanding this digital coup requires 
us to understand how public institutions, once defenders of rights, were co-opted and hollowed 
out. We revisit Dave Williams, the privatization playbook, and the deeper mechanics by which 
the Swarm seeks to control not just communication—but consciousness itself. 

 

SECTION 7: THE SYSTEMS ANALYSIS OF FASCISM 
Fascism is no longer marching in jackboots. It’s crawling through fiber optic cables. It doesn’t 
burn books—it buries them in algorithmic obscurity. The old fascist state used brute force. The 
new one uses behavioral data, curated reality, and feedback suppression. 

We must abandon the outdated notion that fascism is defined solely by overt state violence. In 
its modern incarnation, fascism operates as a systems control architecture, where input, output, 
feedback, and control mechanisms are silently hijacked—not by a dictator, but by a network of 
interests I call the Swarm. 

And at the heart of this collapse lies a tragic irony: the one institution that could have shielded 
us—the USPS—was captured, silenced, and rendered inert. 

 

7.1 Surveillance Capitalism: From Mail to Metadata 

I often ask: What would the Founders have done if the Crown could read not only their letters, 
but their thoughts, their friendships, their patterns of behavior? 

That’s where we are today. With the rise of digital communication, metadata has replaced ink. 
You don’t need to read someone’s email to control them. You just need their time stamps, 
geolocation, click trails, and social graph. This is the currency of surveillance capitalism. 

The USPS once stood as the gold standard for secure, neutral communication. Federal law 
protected your mail from surveillance or tampering. But by refusing to modernize, to evolve into 
the digital realm with encrypted communications, the USPS left a power vacuum. And that 



vacuum was filled—not by the people, but by corporations that profit by turning users into data 
sources. 

Let’s be precise. You, the user, are no longer the customer. You are the product. Every 
message, every query, every gesture feeds a machine that predicts, manipulates, and 
monetizes your behavior. 

The failure of USPS to offer digital equivalents—secure email, encrypted platforms, verified 
identity—allowed this transformation. As Complex Systems.txt states, “When feedback is 
suppressed, and sensors only receive distorted data, the system enters an unstable 
equilibrium.” 

In suppressing innovation like EchoMail, in ignoring strategic modernization blueprints that I 
provided for decades, USPS surrendered its constitutional mission to protect the privacy and 
sovereignty of communication. 

 

7.2 Feedback Loop Collapse: The Controlled System 

In every intelligent system—whether in biology, technology, or society—feedback is the critical 
mechanism by which adaptation occurs. It’s how systems learn, evolve, and stay alive. 

But fascist systems do not want adaptation. They want obedience. So they suppress, distort, or 
delay feedback. They replace dialogue with command. The illusion of input is preserved—you 
can speak—but the system doesn’t hear you. 

“A fascist system is one in which citizens can speak, but no one hears—and 
algorithms write the response.” — Dr. Shiva Ayyadurai 

Let’s break it down using a systems framework: 

● Input: The raw expression of the people—speech, votes, consumer choices. 
 

● Sensor: Media algorithms, surveillance tools, polling infrastructure. 
 

● Controller: Institutions that convert signals into actions. 
 

● Feedback: Ideally, output is shaped by input. But in fascist systems, this loop is either 
broken or intentionally distorted. 
 

The USPS had every opportunity to become a functional feedback loop for the 21st century: 
secure messaging, civic engagement tools, and identity protection. Instead, it atrophied. 



A pivotal moment came when Dave Williams, Vice Chair of the USPS Board of Governors and 
former Inspector General, resigned in 2020. Why? Because the controller layer had been 
hijacked. 

● DeJoy was installed through political channels. 
 

● Treasury Secretary Mnuchin used financial leverage to override institutional autonomy. 
 

● The Board no longer acted independently. 
 

Williams’ resignation was the signal. The cockpit was empty. The plane was flying itself—on a 
crash course. 

7.3 Institutional Capture: Dave Williams and the Collapse of Control 

Let’s be clear. Dave Williams’ departure wasn’t just protest. It was a systems diagnosis. When 
he exited, he confirmed what I—and many others—had been warning for years: the USPS had 
been captured. 

In his 2020 Congressional testimony, Williams detailed how: 

● Loan negotiations with the Treasury were used to force policy changes. 
 

● The USPS Board ceased functioning as an independent oversight body. 
 

● Louis DeJoy’s appointment was pushed through by political operatives, bypassing 
established vetting processes. 
 

“Williams was the last man inside the cockpit. When he pulled the eject handle, the 
plane was flying itself.” — Dr. Shiva Ayyadurai 

In systems language, what we saw was the elimination of distributed control. Instead of 
adaptive governance, we got a single-point directive system—the hallmark of fascist control. 
Feedback was no longer used to guide or improve the system. It was used to enforce 
conformity. 

That’s why I say fascism today isn’t boots and flags. It’s dashboards and portals. It’s not ruled by 
one man—it’s run by the Swarm. 

7.4 “Seize the Means of Production” Revisited: False Revolutions vs. Real 
Systems Change 



In my 2023 essay Why We Must Seize the Means of Production, I laid out a critical distinction: 
the difference between false revolutions and systemic reform. 

We live in an age of performative dissent—hashtag activism, controlled opposition, and 
ideological theater. “Left” and “Right” are manufactured dialectics. Both sides ultimately report to 
the same infrastructure: centralized communication platforms, surveillance-based business 
models, and unaccountable administrative states. 

These are not revolutions. These are reruns. Controlled dialectics engineered to drain public 
anger into safe channels that never touch the real levers of power. 

“Revolutions aren’t won with hashtags. They’re won with control over 
infrastructure.” — Dr. Shiva Ayyadurai 

True systemic reform must begin with communication. It must start by reestablishing distributed, 
verifiable, secure, and sovereign feedback systems—platforms where users are participants, not 
products. 

The path forward includes: 

● Citizen-owned communication networks 
 

● Decentralized feedback mechanisms 
 

● Platforms that allow error, correction, and adaptation—hallmarks of all intelligent 
systems 
 

Until we seize the means of communication, we are not free. We are just well-decorated 
captives in a managed illusion. 

 

Conclusion 

Modern fascism is not an ideology. It is an architecture. A system design that strips feedback 
from the people and centralizes it into unaccountable nodes. The USPS, once a constitutional 
firewall against tyranny, has become a case study in how systems die—not through sabotage, 
but through silence, neglect, and co-optation. 

As I have shown, the failure of the USPS is not isolated. It’s systemic. And unless we 
understand the mechanics of that failure, we will remain caught in false solutions, false 
revolutions, and managed decline. 



In the next Section, we turn to solutions—not in theory, but in design. I will outline how we can 
reengineer the USPS as a cornerstone of digital civic infrastructure. Because systems, once 
corrupted, can still be rebuilt—if we understand their architecture and reclaim their purpose. 

 

SECTION 8: REBUILDING THE COMMONS — DR. SHIVA & 
WILLIAMS RECONNECT 
We live in a moment where two worlds collide—science and politics, institutions and innovation, 
history and destiny. And in that collision lies an opportunity. In the aftermath of my First 
Amendment lawsuit and decades of failed reform proposals, an unexpected reconnection 
occurred: Dave Williams reached out. 

It wasn’t a handshake for nostalgia. It was a strategic convergence. He, the institutional insider 
who risked everything by speaking the truth. Me, the systems scientist and inventor of email 
who warned for decades about the collapse of the USPS and the rise of digital authoritarianism. 
Together, we recognized that the only way out is not through new politicians or new 
slogans—but through new systems and a revival of old principles. 

8.1 Present-Day Alliance: Systems Integrity Meets Institutional Courage 

When Dave Williams resigned from the USPS Board in 2020, it wasn’t to retire. It was to resist. 
In his congressional testimony, he exposed what many suspected but few had the courage to 
say: that the USPS had been hijacked by financial and political forces who had zero intention of 
maintaining its public mission. 

I’ve known this from the outside. Dave lived it from the inside. 

“What we need now isn’t more politics. We need science, systems, and courage. 
That’s what Dave and I are bringing back to the table.” — Dr. Shiva Ayyadurai 

In our discussions, we quickly realized how complementary our efforts were. My decades of 
research, engineering, and proposals had produced a ready-to-deploy blueprint. His institutional 
knowledge, credibility, and advocacy opened new channels for potential implementation. This is 
not about left or right. This is about restoring the public commons through systemic 
integrity. 

Why now? Because we are at the precipice. USPS is collapsing under political sabotage, fiscal 
mismanagement, and technological irrelevance. But the infrastructure—the real 
infrastructure—is still there: 

● 600,000 workers 
 



● 31,000 post offices 
 

● A universal physical footprint unmatched by any institution 
 

The alliance between Williams and me is a practical, grounded counterforce to elite narratives 
that say USPS is “obsolete.” The truth is: it’s the most underutilized civic platform in the 
country. 

8.2 USPS as the 21st Century Commons: Reclaiming the Postal Ethos 

Let’s rewind to 1776. The American Revolution didn’t just fight for abstract liberty. It fought to 
seize control of communication. The Crown had weaponized mail surveillance to disrupt political 
dissent. The Founders understood that without secure, decentralized systems for sharing truth, 
no revolution could take root. 

So they built a postal service—not a logistics business, but a decentralized trust architecture. Its 
mission was simple: protect the people’s right to communicate without interception, distortion, or 
surveillance. 

Fast forward to 2025. We’ve lost that infrastructure—not in form, but in function. 

“USPS isn’t just a mail truck. It’s the last civic infrastructure we still own. If we lose 
this, we lose the Republic.” — Dr. Shiva Ayyadurai 

Here’s what systems science teaches us: infrastructure matters, but so do functions and 
feedback. The USPS has: 

● Transport: Physical delivery and routing logistics 
 

● Conversion: Human interaction at post offices—message packaging, verification, 
authentication 
 

● Storage: Local mail holding, secure facilities 
 

● Feedback: Customer service, identity validation, communication traceability 
 

These are all components of a cybernetic communication system. And yet, these features have 
been siloed, deactivated, or ignored. The USPS, if re-engineered correctly, can become: 

● A verified digital identity provider, reducing fraud and data breaches 
 

● A secure messaging platform, replacing surveillance-based email 
 



● A trusted e-commerce backbone for small businesses and producers 
 

● A civic engagement portal for digital town halls, government correspondence, and 
voting infrastructure 
 

This isn’t fantasy. It’s design. It’s already in my strategic plans submitted to the USPS Office of 
Inspector General over a decade ago. They were shelved then. But now, with the public awake 
and alliances forming, those plans have renewed urgency. 

8.3 Today’s March Toward 1776: Why the Analogy Is Real 

Some say it’s dramatic to compare our current moment to 1776. But the more you understand 
history—and systems—the more obvious the parallel becomes. 

In 1776, the Crown controlled mail. It surveilled correspondence. It punished pamphleteers. It 
licensed monopolies. And it monopolized the commons. 

In 2025, the same functions exist—but digitized. 

1776 2025 

The Crown opened physical 
mail 

Big Tech scans and censors digital messages 

State-granted monopolies Silicon Valley firms protected by federal regulators 

Pamphlets banned or punished Online speech throttled, deplatformed, algorithmically 
buried 

Commons enclosed by elites Digital infrastructure owned by data oligarchs 

 

If we’re serious about a new American Revolution—not a symbolic one, but a systems-based 
one—we need to reclaim what is structurally ours. 

This is why our movement is distributing flyers, educating and mobilizing our communities, and 
organizing a national Day of Demonstration on July 26, the founding date of the USPS. We will 
mark its 250th anniversary not with commemoration, but with confrontation. Just as patriots 
once printed pamphlets in barns and taverns, today’s revolutionaries must get on the 
ground—engage with our fellow working people, educate about the dangers of losing First 
Amendment protections, and speak the truth at every post office across America. 
 

The action must begin at the nodes of the network—the people—not the institutions. 



 

Conclusion 

This Section is not an abstraction. It is a reactivation of the commons—the sacred space where 
citizens can speak, transact, and connect without elite mediation. The alliance between myself 
and Dave Williams is not about nostalgia. It’s about rebooting public infrastructure before it is 
permanently captured or dismantled. 

Through a systems lens, we have the inputs, the infrastructure, and the intelligence. What we 
now need is alignment. And that alignment begins by recognizing the USPS not as a relic—but 
as the Republic’s last line of civic defense. 

In the next Section, I present the full blueprint—the system architecture, the technological stack, 
the financial plan—to restore and transform the USPS into what it was always meant to be: a 
trusted, decentralized, and sovereign communications platform for all Americans. 

 

SECTION 9: A TECHNOLOGICAL BLUEPRINT FOR USPS 
REINVENTION 
The decline of the United States Postal Service is not due to obsolescence—it is the result of 
systemic neglect, bureaucratic inertia, and failure to apply scientific principles to infrastructure 
governance. The USPS sits atop one of the most underutilized public assets in America: a 
national footprint of physical locations, personnel, and public trust. It is this foundation that can 
be restructured—using principles of complex systems theory—to deliver 21st-century services 
while restoring civic control over the nation’s communication infrastructure. 

The transformation I outline here is not conceptual; it is the result of decades of tested 
innovation, operational deployments, and policy work. It is grounded in the nine core 
components of complex systems: Input, Transport, Conversion, Storage, Control, Feedback, 
Sensor, Output, and Goal. When these elements are properly mapped to USPS capabilities, a 
new architecture emerges—one that is decentralized, resilient, and citizen-first. 

9.1 Systems-Based Model for Digital Modernization 

A systems approach to USPS reinvention begins by realigning its operations with its true civic 
function: trusted communication and decentralized service delivery. The USPS already receives 
Inputs from millions of citizens daily—whether through mail, in-person services, or small 
business logistics. But the Transport layer remains antiquated, relying almost exclusively on 
physical mail routes and outdated digital channels. 



To meet modern demands, the USPS must implement secure, encrypted digital message 
routing, including the deployment of citizen-owned mesh networks. These distributed systems 
allow data to flow from node to node—resiliently, securely, and without dependence on 
centralized telecom monopolies. Mesh routers mounted on USPS buildings, vehicles, and drop 
boxes would turn every post office into a connectivity beacon—creating a bottom-up 
communications grid aligned with civic infrastructure. 

Conversion processes, including identity validation, document scanning, and API-based service 
requests, should occur both digitally and in-branch. Storage systems must be transitioned to 
cloud-native architecture under USPS oversight, ensuring federal-grade security without 
surrendering data sovereignty to private interests. The Control layer—comprising user settings, 
permission protocols, and administrative oversight—would enable granular privacy 
management, empowering individuals to own and configure their digital identity. 

A new Feedback layer would be implemented through read receipts, secure 
acknowledgements, service ratings, and engagement analytics, all accessible through a citizen 
dashboard. The existing USPS workforce—over half a million strong—functions as an 
unparalleled Sensor layer. Equipped with digital tools, they can interface with small businesses, 
vulnerable populations, and underserved areas—capturing needs, behaviors, and trends in 
real-time. 

The Output of such a system is not just mail or packages, but verified identity services, 
encrypted communications, civic data, and e-commerce enablement. And the Goal of the 
system is clear: to provide a decentralized, secure, and trustworthy infrastructure that enables 
communication, commerce, and civic engagement for all Americans. 

 

9.2 Technological Solutions: Ready-to-Deploy Innovations 

The technology needed for USPS reinvention has already been built, tested, and validated. 
These are not blue-sky concepts, but operational platforms—some of which have been used by 
the U.S. government and Fortune 100 companies. 

USPS-Verified Digital Identity System 

USPS is uniquely positioned to issue a federated digital identity to every citizen. These identities 
would be verified in-person at local post offices and then managed securely online, giving users 
access to encrypted email, digital government services, banking, voting, and telehealth. Unlike 
commercial identity platforms, this system would be entirely citizen-controlled, backed by federal 
data protection standards. 

Encrypted Email Infrastructure 

A USPS-managed encrypted email platform—based on the proven architecture of 
EchoMail—can serve as a national communications utility. This system would include spam 



filtering, end-to-end encryption, metadata protection, and integration with government and 
business services. The system would be open-source, publicly auditable, and entirely insulated 
from ad-based revenue models or surveillance practices. 

Small Business Enablement Hub 

USPS branches can serve as economic launchpads for small and medium-sized enterprises. By 
offering bundled services—CRM tools, digital invoicing, customer support chat systems, 
inventory tracking, and direct shipping integration—USPS can provide affordable alternatives to 
monopolistic SaaS providers. These services would be modular and tiered, ensuring 
accessibility for the smallest vendors while supporting larger operations as they scale. 

Local and National Citizen Engagement Portals 

To address the erosion of democratic participation, USPS can provide digital portals for town 
halls, petitions, constituent services, and community coordination. These tools would be 
integrated with the verified identity system and operate under USPS encryption standards. 
Unlike social media platforms, these portals would not throttle, censor, or algorithmically distort 
citizen communications. 

Mesh Networking Infrastructure 

Central to the reinvention of USPS is the deployment of a federated mesh networking system. 
These peer-to-peer networks allow data to flow without reliance on centralized ISPs or cloud 
infrastructure. By deploying mesh routers on USPS rooftops, delivery trucks, and drop boxes, 
the USPS can create a community-owned, resilient communication layer. These networks are 
particularly vital in rural areas, during natural disasters, and in instances of political or 
technological disruption. This capability would make USPS the first federal institution to offer 
decentralized digital infrastructure at national scale. 

 

9.3 Financial Sustainability and Revenue Models 

The financial viability of USPS reinvention is not a liability—it is an opportunity. With minimal 
investment, the USPS can generate self-sustaining revenue from services that deliver actual 
value to citizens, small businesses, and institutions. 

Digital identity and encrypted email services can be monetized through tiered subscriptions, 
offering a baseline free tier and affordable upgrades ranging from $3 to $10 per month. Small 
business enablement tools would follow a software-as-a-service model, with packages priced 
from $15 to $99 per month, based on feature complexity and volume. 

USPS could also license access to its encrypted civic platform to developers, who would build 
third-party tools under strict public interest guidelines. Opt-in, anonymized civic 



data—processed locally or in encrypted enclaves—could be licensed to academic institutions 
and municipal planners, ensuring ethical data monetization. 

International commerce portals would allow small U.S. vendors to export globally, with USPS 
handling fulfillment, digital documentation, and identity verification. These services could 
generate revenue through transaction fees, premium service tiers, and commercial data 
analytics (subject to opt-in). 

These revenue streams are outlined in the USPS Office of Inspector General’s reports between 
2012 and 2013. Financial models showed the potential for a multi-billion-dollar annual 
surplus within three to five years of phased deployment. 

 

9.4 International Models: Switzerland and Germany as Proof-of-Concept 

USPS reform is not without precedent. Countries like Switzerland and Germany have already 
implemented models of postal modernization that validate this blueprint. 

Swiss Post offers citizens a secure digital identity (SwissID), encrypted document management, 
and online voting tools. It remains publicly trusted and legally accountable, demonstrating that 
public postal infrastructure can evolve into a digital sovereignty layer. Its model includes secure 
cloud storage, cryptographic signatures, and universal access—all managed by a national civic 
institution, not a private monopoly. 

Deutsche Post in Germany, through its integration with Postbank, combines logistics, digital 
identity, and financial services. Though partially privatized, it retains universal service obligations 
and operates under federal oversight. It provides encrypted mailboxes, hybrid mail systems, and 
digital documentation services to millions. 

These models are proof-of-concept that postal systems can become digitally resilient, financially 
sustainable, and democratically aligned. USPS already has greater geographic coverage, 
physical infrastructure, and workforce scale than either of these examples. What it needs is a 
systems-based upgrade—one that brings together local trust, digital sovereignty, and national 
resilience. 

Conclusion 

The tools to transform USPS are not in Silicon Valley—they are already within our reach. The 
architectural principles are sound. The technology is proven. The financial models are viable. 
And the civic need has never been more urgent. By applying systems science to infrastructure 
design, the USPS can be reimagined not as a remnant of the past, but as the platform for the 
future: decentralized, secure, and built to serve the public, not control it. 



The next Section will outline how we move from architecture to mobilization—from scientific 
design to mass-scale execution. Because communication is not just infrastructure. It is 
sovereignty. And sovereignty, in this century, will belong to those who control the means of 
communication. 

 

SECTION 10: FINAL CALL TO ACTION — SEIZING THE 
MEANS OF COMMUNICATION 

10.1 Communication = Freedom: The Last Firewall of Democracy 

The United States was founded on the recognition that the control of communication is the 
control of a people’s destiny. In the 18th century, the British Crown suppressed colonial speech 
not by silencing words, but by monopolizing the transport of those words. The creation of the 
United States Postal Service (USPS) in 1775 was a direct systemic disruption—a decentralized 
communication infrastructure that bypassed the Crown and enabled horizontal civic 
engagement. It functioned as a critical feedback loop for the nascent Republic, enabling the 
circulation of political thought, commercial transactions, and personal correspondence. 

As established throughout this paper, the systemic degradation of USPS has coincided with the 
rise of centralized, private communication platforms—platforms driven by surveillance 
capitalism, not civic accountability. Communication today is largely routed through digital 
monopolies that filter, censor, and monetize interactions. In this paradigm, the First Amendment, 
though legally intact, is functionally nullified. A society in which speech exists but cannot be 
reliably transmitted or received is a society that has lost the operational capacity for democracy. 

The USPS was not merely a logistics organization; it was a civic utility. Its failure to modernize 
into the digital realm was not a technological inevitability—it was a political and bureaucratic 
decision. The erosion of this institution has opened the door for private entities to assume its 
role without the constitutional constraints or public obligations that defined its original mandate. 
Without a publicly accountable infrastructure for communication, the Republic cannot function in 
any meaningful sense. 

 

10.2 Unifying Systems Science and Civic Infrastructure 

In response to this crisis, a systems-based framework—Truth Freedom Health®—has been 
proposed not merely as a movement, but as a scientific methodology for societal transformation. 
Each dimension of this framework corresponds to a systemic principle necessary for restoring 
the integrity of civic institutions. 



Truth is achieved through access to reliable, uncensored information flows and the ability to 
question authority using scientific reasoning and historical context. Freedom demands that 
citizens possess the infrastructural means—both physical and digital—to communicate without 
interference. Health is not limited to biological wellness; it extends to the health of institutions, 
feedback loops, and distributed control systems that govern societal function. 

This paper’s central research contribution lies in integrating complex systems theory with civic 
infrastructure reform. Sections 1 through 9 have demonstrated that the USPS, when viewed 
through this lens, is not obsolete—it is a dormant but salvageable node in the larger American 
systems network. The institutional reports published by the USPS Office of Inspector General, 
including the 2012 and 2013 EchoMail workshops and strategic planning documents, offered 
validated models for transforming the USPS into a platform for secure identity, encrypted 
communication, small business enablement, and decentralized governance. These models 
remain unimplemented not due to technical deficiency, but systemic dysfunction. 

This dysfunction, as analyzed in Section 7, is symptomatic of a broader convergence of state 
and corporate power—a phenomenon I have defined as digital fascism. Where the British 
Crown once opened physical letters, today’s centralized digital entities exploit metadata, 
behavior profiling, and real-time content suppression. Communication control has been 
abstracted but remains intact. 

To counter this, we must initiate distributed, ground-up systems change. 

10.3 Coordinated Tactical Mobilization 

The transformation of systemic insight into systemic action requires structured, civic 
engagement at scale. Central to this engagement is the education of citizens on the nature of 
their infrastructure and the importance of reclaiming it. Our proposed mobilization strategy is 
multiphasic and tactically grounded. 

A nationwide flyer campaign will activate both citizens and current USPS workers. Every 
participant is encouraged to take one hour per day, perhaps during lunch breaks, to distribute 
scientifically designed informational flyers. These materials will direct recipients to a concise 
15-minute whiteboard presentation that explains the systems solution for USPS modernization. 
Flyers will be disseminated at over 30,000 USPS branches, local businesses, libraries, and 
universities—targeting both information flow and physical community touchpoints. 

This effort culminates in a nationally coordinated Day of Demonstration on July 26, 2025, 
marking the 250th anniversary of the USPS. This symbolic milestone reinforces the continuity 
between the original postal rebellion against British rule and today’s systemic resistance against 
corporate-state digital monopolies. The Day of Demonstration will be held simultaneously 
outside of USPS branches around the country,, drawing attention to the importance of USPS 
reform as a cornerstone for restoring the Republic. 

 



10.4 Future Research and Systemic Transformation 

While this paper provides a comprehensive roadmap for USPS reinvention, it also reveals 
critical areas for further research—areas that must be addressed to ensure resilience, 
scalability, and civic control. 

One such area is the application of open-source AI models to public infrastructure. These 
systems must be explainable, bias-auditable, and subject to citizen oversight. Future studies 
should evaluate the impact of algorithmic decision-making on digital communication flow within 
civic systems, particularly in areas such as mail routing, public service delivery, and constituent 
engagement. 

Another area is the architectural design of decentralized communications infrastructure, 
including mesh networks, public-private bandwidth-sharing protocols, and fault-tolerant 
consensus algorithms. These systems must be evaluated for their effectiveness in low-resource 
environments, disaster scenarios, and politically sensitive regions. 

On the legal side, policy frameworks for digital civil liberties remain underdeveloped. There 
is an urgent need for legislation that treats metadata with the same constitutional protections 
afforded to physical correspondence. The USPS’s potential role as a steward of these 
protections must be investigated further. 

Finally, community-led systems education must be scaled. This includes integrating Truth 
Freedom Health® curricula into high schools, universities, union training programs, and 
independent citizen science platforms. Systems literacy must become a national priority if we 
are to cultivate a population capable of stewarding democratic infrastructure. 

 

Summary: Systems Convergence from 1776 to 2025 

This paper has traced a continuous arc—from colonial resistance to monarchical suppression, 
through the birth of the USPS, to the systemic failure of that institution to adapt in the digital 
age. Along the way, we have shown how the feedback loops necessary for democracy have 
been severed, and how civic infrastructure has been co-opted by centralized digital monopolies. 

The strategic proposals put forward—encrypted communications, decentralized identity, 
e-commerce enablement, mesh networking—are not theoretical. They are rooted in tested 
deployments and supported by federal research documents. The USPS, viewed through the 
lens of complex systems, is a modifiable infrastructure that can and should be repurposed as 
the digital commons of the 21st century. 

Our historical moment is not one of nostalgia—it is one of systems convergence. In 1776, the 
people seized the Crown’s communication infrastructure. In 2025, we must do the same—this 
time not by storming palaces, but by reclaiming protocols, nodes, and platforms. 



Closing Outlook 

The stakes are clear. If we fail to secure decentralized, publicly accountable communication 
infrastructure, the next phase of American history will not be one of democracy, but of managed 
perception. The scientific community must not stand on the sidelines. We must contribute our 
knowledge, our methods, and our models to the restoration of civic systems. 

This paper closes not with a policy demand, but with a research invitation: to study, design, and 
implement systems that are not merely efficient—but ethical; not merely innovative—but 
sovereign. Communication is the interface layer of human systems. If we lose control of it, we 
lose control of the system itself. 

Let us then continue—not with speculation, but with scientific rigor—toward a future where 
communication, once again, belongs to We The People. 
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